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Abstract—with the initiation of cloud computing, data possessors are driven to contract out their Complex data management systems from local sites to the commercial community cloud for great suppleness and financial savings. But for defending data privacy, complex data have to be encrypted before outsourcing, which obsoletes traditional data use based on plaintext keyword search. Thus, enabling an encrypted cloud data search service is of supreme position. Considering the large number of data users and documents in the cloud, it is necessary to allow multiple keywords in the search request and return documents in the order of their significance to these keywords. Related works on searchable encryption focus on single keyword search or Boolean keyword search, and rarely sort the Search results. We describe and crack the stimulating problem of privacy-preserving multi-keyword ranked search over encrypted data in cloud computing (MRSE).
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I. INTRODUCTION
Privacy-preserving multi-keyword ranked search over encrypted cloud data (MRSE), and create a set of strict privacy requirements for such a secure cloud data application system to become a reality. Among various multi-keyword semantics, we choose the effectual standard of coordinate matching, i.e., as many matches as possible, to capture the resemblance between search query and data documents, and further use inner product similarity to quantitatively solemnize such principle for resemblance measurement. FTM is an advanced perception on creating and managing fault tolerance that shadows the implementation details of the reliability techniques from the users by means of a dedicated service layer. This allows users to specify and apply the desired level of fault tolerance without requiring any information about its implementation.

Multi-keyword ranked search over encrypted cloud data (MRSE) while preserving severe system wise privacy in cloud computing paradigm. To quantitatively assess the resemblance of that document to the search query in coordinate matching principle. During index building, each document is associated with a binary vector as a sub-index where each bit represents whether corresponding keyword is contained in the document.

Cloud computing is the long dreamed vision of computing as a utility, where cloud clients can remotely store their data into the cloud so as to enjoy the on-demand great value applications and services from a shared pool of configurable computing resources [1]. Its great elasticity and financial savings are motivating both individuals and enterprises to outsource their local complex data management system into the cloud. To protect data privacy and combat unwanted accesses in the cloud and beyond, delicate data, e.g., emails, personal health records, photo albums, tax documents, financial transactions, etc., may have to be encrypted by data owners before outsourcing to the commercial public cloud [2]. This, however, obsoletes the old-style data operation service based on plaintext keyword search. The trivial solution of downloading all the data and decrypting locally is clearly unreasonable, due to the huge amount of bandwidth cost in cloud scale systems. Moreover, aside from removing the local storage management, storing data into the cloud serves no resolution unless they can be easily searched and utilized. Thus, exploring privacy-preserving and effective search service over encrypted cloud data is of supreme importance. Considering the potentially large number of on-demand data users and huge amount of outsourced data documents in the cloud, this problem is mainly challenging as it is very difficult to meet also the requirements of performance, system usability and scalability.
On the one hand, to meet the effective data retrieval need, the large amount of documents request the cloud server to perform result relevance ranking, instead of returning undistinguishable results. Such ranked search system enables data users to find the most relevant information quickly, rather than burdensomely sorting through every match in the content collection [3]. Ranked search can also smartly remove needless network traffic by sending back only the most relevant data, which is highly wanted in cloud paradigm. For privacy protection, such ranking operation, however, should not leak any keyword related information. On the other hand, to expand the search result precision as well as to improve the user searching information, it is also vital for such ranking system to support multiple keywords search, as single keyword search frequently produces far too rough results. As a common practice indicated by today’s web search engines (e.g., bing ), data users may incline to deliver a set of keywords instead of only one as the display of their search interest to retrieve the most relevant data. And each keyword in the search request is able to help thin down the search result further. “Coordinate matching” [4], i.e., as many matches as possible, is an well-organized resemblance measure among such multi-keyword semantics to polish the result significance, and has been extensively used in the plaintext information retrieval (IR) community. Though, how to apply it in the encrypted cloud data search system remains a very stimulating task because of intrinsic security and privacy problems, including various stern requirements like the data privacy, the index privacy, the keyword privacy, and many others.

Boolean keyword search [14]- [15] as an attempt to enrich the search supyness, they are still not acceptable to deliver users with satisfactory result ranking functionality. Our initial work [15] has been mindful of this problem, and provided a solution to the secure ranked search over encrypted data problem but only for queries containing of a single keyword. How to design a well-organized encrypted data search mechanism that supports multi-keyword semantics without privacy breaks still remains a stimulating exposed problem. In this particular paper, we describe and resolve the problem of multi-keyword ranked search over encrypted cloud data (MRSE) while conserving strict system-wise privacy in the cloud computing paradigm. To meet the challenge of supporting such multi-keyword semantic without privacy breaches, we propose a basic idea for the MRSE using safe inner product calculation, which is modified from a safe $k$-nearest neighbor ($k$NN) method [4], and then give two meaningfully improved MRSE schemes in a step-by step manner to attain numerous strict privacy requirements in two threat models with amplified attack capabilities.
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II. Plan and Implementation Checks planned System

**RSA algorithm**- RSA is an algorithm for public-key cryptography that is based on the supposed difficulty of factoring large numbers, the factoring problem. RSA stands for Ron Rivest, Adi Shamir and Leonard Adleman, who first openly designated it in 1977. Clifford Cocks, an English mathematician, had developed an equivalent system in 1973, but it was classified until 1997. A user of RSA makes and then distributes the product of two large prime numbers, along with an auxiliary value, as their public key. The prime factors must be kept secret. Anyone can use the public key to encrypt a message, but with currently available methods, if the public key is large enough, only someone with information of the prime factors can practically decode the message. Whether breaking RSA encryption is as solid as factoring is an exposed question known as the RSA problem. The RSA algorithm involves three steps: key generation, encryption and decryption.

**Key generation**  RSA includes a public key and a private key. The public key can be recognized to everyone and is used for encrypting messages. Messages encrypted with the public key can only be decrypted using the private key.

**Encryption**  Jon snow transmits his public key to Ramsey Bolton and holds the private key secret. Ramsey Bolton then desires to send message $M$ to Jon snow. He first converts $M$ into an integer $m$, such that by using a reversible protocol known as a padding scheme. He then calculates the cipher text corresponding to this can be done quickly using the method of exponentiation by squaring. Jon snow then transmits to Ramsey Bolton. Note that at least
nine values of m could yield a cipher text equal to m, but this is very unlikely to occur in practice.

**Decryption** Jon snow can recuperate from by using his private key exponent via computing. Given, he can recuperate the original message M by reversing the padding scheme.

**KNN-ALGORITHM**- K-nearest neighbor search classifies the top k nearest neighbors to the query. This technique is usually used in prognostic analytics to approximation or classify a point based on the agreement of its neighbors. K-nearest neighbor graphs are graphs in which each point is linked to its k nearest neighbors.

**III. System Design**

**MRSC and FTM** - We are evolving the project which search on encrypted document and provides the encrypted result. And also fault tolerance manager is doing the fault detection and retrieval.

**Fault Tolerance Manager**-This is the essential computing section of FTM which achieves all the dependability mechanisms existing in the framework. It anticipates the user’s requirements and therefore selects the Web (dependability) amenities from other modules. The chosen modules are then arranged to form a collective answer that is transported to the user’s request. If a failure is noticed, the fault covering and retrieval facilities are appealed.

**Recovery Manager** - This module contains all the mechanisms that continues error-prone nodes to a normal working mode. The impact of failure detection and covering techniques on the system is opposite to that of retrieval mechanisms. By uninterruptedly testing for the incidence of faults and raising the retrieval service when exceptions occur, our framework exploits the systems period and minimizes the downtime during failures.

**Coordinate Matching** - As a mixture of conjunctive search and disjunctive search, coordinate matching is a midway method which practices the number of query keywords appearing in the document to enumerate the resemblance of that document to the query. When users know the precise subset of the dataset to be retrieved, Boolean queries do well with the precise search requirement stated by the user. In cloud computing, however, this is not the applied case, given the enormous quantity of outsourced data. Therefore, it is more supple for users to specify a list of keywords representing their interest and retrieve the most relevant documents with rank order.

**A. Design Goals**

**Multi-keyword Ranked Search**: To project search schemes which let multikeyword query and deliver result resemblance ranking for effective data retrieval, instead of recurring undistinguishable results.

**Privacy-Preserving**: To stop cloud server from learning extra information from dataset and index.

**Fault Tolerance**: If a failure is sensed, the fault covering and retrieval services are raised.

**Efficiency**: Above goals on functionality and privacy should be attained with low communication and computation overhead.

**Conclusion**

The System Multi-keyword Ranked Search with Fault Tolerance Manager which work on encrypted cloud data, which deliver users numerous dedicated services conferring to the users precise requirements so that the system can fulfilled all superior requirements of users. After searching the data the result has been return in the decrypted document.

In Fault Tolerance, Log file designates the logged in facts of user or any other individual who is trying to access the account. System which gives attentive sending message (SMS) from Mobile Server on users mobile. It labels which file possessions has been restructured or erased by intruder.
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